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Roles of NSC & NCAGS 
NATO Shipping Centre - Naval Cooperation and Guidance for Shipping 

Support Commercial 
Shipping 

 
• Advise on Maritime 

Security Risks 
• Deconfliction from military 

operations across 
spectrum  

 of utilization 
 

Support Military Operations 
affecting the Maritime Domain 
 
• Support for all NATO, 

Nations and Multinational  
military operations involving 
NCAGS, worldwide 

• Contribute to Global MSA to 
promote Maritime Security 

Contribute to Maritime Security & Freedom of Navigation  

Understanding the Maritime Domain 

NATO  

Merchant Shipping 

NATO Shipping Centre 

• Challenges 
Exchange of information – What, Who, When, Why 
Information vs Intelligence 
Military Approach vs ISPS-Code 

• Barriers 
Classification of National Interagency Information 
Need to Know vs Need to Share 
Commercial in Confidence 

• Potential Solutions 
Networks - National, Regional, Global  
Collection  

Push Vs Pull 
Disemination 

Push Vs Pull 

Maritime Security – Info Sharing 



www.shipping.nato.int 

www.shipping.nato.int 

Maritime Crime West Africa 

Transnational Organised Crime 
Piracy and Armed Robbery at Sea 
Money laundering 
Illegal Arms and Drugs trafficking 
Illegal Oil Bunkering 
Crude Oil Theft 
Human trafficking and smuggling 

Migrants at sea 
Maritime Pollution 
Illegal, Unreported and Unregulated Fishing 
Illegal dumping of Toxic Waste 
Maritime Terrorism and Hostage taking 
Vandalization of Offshore Oil Infrastructure 
Protection of critical maritime infrastructure 
Proliferation of weapons of mass destruction 
Cyber Threat in the maritime domain 

Convergence of  
Transnational  
Organised Crime  
and funding of  
Terrorist Networks 



Incident Data Recording 

• NSC Study 7 Reporting Centres 
MTISC GoG, IMO GISIS, IMB, ReCAAP, MSCHOA, NSC, ONI 
 

• Difficult to Identify Unique Incidents 
Different report formats 
Lack of reference to original report 
Incident date varies by a day 
Variation in time gap from incident to recording/distributing 

• Reporting Organisations 
MTISC GoG, IMO-GSIS, IMB, ONI 

 
• Number of Individual Incidents 1 Jan 15 to date: 50 

 
• Number of Reports from Individual Organisations 72 

MTISC – 22        (21 only source) 
IMO-GSIS – 22   (2 only source) 
IMB – 22 
ONI – 6                (4 only source) 
 

GoG – Incident Data 

Networked Approach 

6th Annual International Conference on Port Security 
 
 

Questions? 

Global reporting Piracy & Maritime Crime 
ONI 
IMO 
IMB 

 

Regional reporting
ReCAAP 

IFC Regional reporting 
MSCHOA 
UKMTO 

NSC 
 

Regional reporting 
NSC 

Regional reporting 
MTISC 

• Maritime Authorities 
• Flag states 
• Port states 

• IOs & NGOs 
• Law enforcement 
• Int Shipping Orgs 
• NSA 
• Insurance 
• Shipping Companies 
• Ships 
• Ports 

NSC, IMO monitoring 

Regional reporting 
USCG 



Network Approach to Info Sharing 
Maritime Security is a Global Problem 
 
Information is not power 
 
Information sharing offers outstanding benefits 
 
But: 

We ask too much of the mariner through different formats 
Leads to limited reporting from shipping 
Leads to confused data 
Leads to incorrect recording of valuable data 

 

BMP – Maritime Security Charts 1 

BMP – Maritime Security Charts 2 

• Q6111 – Persian Gulf and 
Arabian Sea 
 

• Q6112 – Karachi to Hong Kong 
 

• Q6113 - Adaman Islands to 
Torres Strait incuding Indonesia 
 
 



ISPS – BMP – Maritime Security  

NATO - Allied Maritime (Security) Strategy 
US MDA Maritime Security Strategy 
EU Maritime Security Strategy 

INTERPOL 
Interpol Information Exchange Experience 
Indian Ocean Experience 
Role of Naval Officers 

Not professional evidence gathering/biometrics 
Network for Exchange of Personal/Sensitive data 
Is National Reporting through to Interpol way forward?  
 
West Africa/GoG 

Widespread corruption in official offices, banks, agents, ports and 
terminals provides the framework and information for the maritime 
crime business model – targeted attacks and trading stolen 
cargo. 
How can Military contribute to disruption of the maritime crime 
business model in a networked approach? 

 

The Solution? 
Common Electronic Reporting Formats for: 

Vessel Reporting 
Incident Reporting 

Exchangeable data format 
Leads to Opportunity for Common Data Exchange 
Common Understanding of ‘The Truth’ 
NSC could promulgate via NSC web for Counterterrorism 
data in Med or other areas 
Other Agencies could adopt a similar policy 

Maritime security industry should provide maritime security 
incident reporting through regional or global reporting centres 

  



The Solution? 
Would Reporting Centres benefit from being  
electronically connected? 
Reporting Centres have to share globally 
Localised ownership does not provide global benefit 
US Office of Naval Intelligence (ONI) collates weekly but 
is that ‘The Truth’? 
 
Sharing Information Makes Ultimate Sense 
But How? 
 
Maritime Security Centres Should Work Together 

Link through Interpol for Personal data. 


